&5,lao dwl,> @gazdl (3910l (silpmd] oVl
auizei] udl Qlozd (swudaidlly (sigilall ,UbYJ
a0 Gu 4igySIYl Olozgll o Awlu=ll
Lo 99 ,ils=ell

La cybersécurité des infrastructures
critiques Etude comparative du cadre
juridique et réglementaire de protection
des infrastructures sensibles contre les
cyberattaques entre | Egypte | Algérie et la
France

Sols>,Jl a8, JloS do=o0 .>



a0l (sinc 8,8 &iyjuo Al sl I
Jlo> par @oxi sl OMaozdl dlyo> &y)il5=2l
Il biwgioll bt Jlozg sl Juil g5
ol

&ylo> @wl))) &uzxpiolly @0Vl @orioll
&ga=l (881,0ll

Security and Methodological Introductionto
the Study of Critical Infrastructure
Protection

s 1a5 wgymdl asi o) swd )l pasll (s
auadasl aslwlU

ausgall W e e ol
aug,SIYI oSl

Ollaclly oluolly £, wllaxe wloxi Can>
2



Slozpll (030 (o9 Azaibiwl Blaal )]

8 0hioll &lyml

ol Sy &gl (881,00l 0id 58 JLs slb

59

08 @l gl sl JolS JLis (sJ]
psLusspo

Jol LpigS oo Lpswad] @wlall 048 wawsSie
)lao (souslST Joc

21 dylozd soskidlly (sugilall WYl Jglisy
39,01

850000 wlials old augld dolul &W u
3



oLl Jgall (53905 wMind 32l sa0d
oyl Lpsles lid 03l 3l sl

bVl giog (58 8151, Luwiyd Jiod opa> (o9

ool sae gl 1is payi Jolos sl

Ulio Ldad= “Lxpio cazedl guisws

JSU auepiiilly ay9iaml GawV dwlyny fay
plb

laall sVl Julss (sJ] S o3
a._;_;.l.osa" OLE.H.laiﬂ_g



wlbiowVl o acgoo | Lol
> o)l Ol>,is0llg

"Jled (sibuaw g10S" by (| Bags sall

atazl @oall (8 8Ll Gl duloz)

89L,0Jlg il oW (swoudlaoll UV
&9,/

Conceptual Framework of Cybersecurity
and Critical Infrastructure

B9 L2 g auioVl ozl pgd Soy V
awlwVl lpoudlio)



Sulazll dcgozo 98 (il oVB
olsl,=Ylg

olSutlly dokaiVl dlos sJ] Bags sl
<blulg

ol @ 2ra0ll 4 Jgogll ol Wlazpll o
st
aolaiVlg JgoVl el (spd duguzel (81,0l Lol

8Li>g @l ,LaoiwY &9, suisi sl

ouiblgoll

Jaidlg oluolly @8Ual wlelhd oo
SVlasVlg



auwloll dunsSl clorilly alalls axally
o€ a9adl (3300l (bl ooVl sanisg
JRTIAY

8,0h39 ek ,iST wlayags ge Jolssy aily

Jubsi b obl)l @8, bhiad G Oagiw
Qyga=dl Cloazll

sw0oill oVl oo [z V o> ales low
GRS |
Joind qyga=ll (8910l p9pin ol 289

JeoVl "Lyl b @sloll JgoVI bnad )
&08,)|



pSzll dobily uibell ULl aclgd Jio
sebuall

il Olosrpl ounsd, Bas ol (sall
8,9kl

o9 &gxzl (39,0Jl loz) &y ew )l GuwVI
Sranll (sugilall plaill

Constitutional Foundations for Protecting
Critical Infrastructure in the Egyptian Legal
System

Qygu=l (8910l o= (sugilall ,bYI soiuwy
8



& 970 &y 9w Slgo dac (o ey uine

e vais Y1 & aud Heiwall o0 10 338

ol

aylo) oWl wlel, >Vl 3lssl aozilo dgl”
" sogdll oVl

sawlbwl £558 sibndl oVl Jouiy lidg
Euazdl swgil oVl oo

dolzdl bzl (o sl 05 83Lall Ul LeS

gorien g Bhizl oSl 1o &ilas JSuis
ol



Qy9ul 390l Blagsiwl (sJ] 5585 23 (sl
v (sl 10 83kl 0l8 w2 (5] &LV,
ul le

ol sde uo,d5 "eSzdl Lwlul @lasll”
oaiblgall guos @losd @os Ml Hulazl sl
Sloazsedl glasisl (sJ] oS38s 18 a5 oSl o0

Cl.a.wl.wn\"

vosai sJ| saids Syaoll jgiwall ol V|

ol JShiu il ooVl pldass

10



a8y dygumddl (390l 2z of
858 Aum,ii5 8969 (3lw Low

Msle lsws iy Uygiws Luaxi wacdiws

s duguzell 38,0l dlaz) ugiwll GVl
S il csugilall oUail

Constitutional Foundations for Protecting
Critical Infrastructure in the Algerian Legal
System

9 quo.=)l (§8,0Jl Gylo) (sigilall Ul 2,
Szl

11



ay 95wl ES3lodl o0 dcgozxo 9 0w

e vail YoV &ud jeiwdll o TV 3358

ol

alizeos swgill oVl &loz @ojilo @gall”
"aslsl

les> pwol Sl (siluundl a2l Jouiy lidg

303l )l (58 (swgill oVl o

dolzdl bzl (o sl £5 83Lall Ol LeS

bl 3Ll sl csde Lowbwl Tad S
12



Aaizad| audl Blagiwl 89 s 28 Lall
awlwu=ll

wle Laii il YV 8sladl 0ls «S,5] ag> 09
ol

ol sle yo,85 "pS=dl Lwlwl dlasll”
oaiblooll 2o @laz) do; I Hulasl Skl
loazdl glassl (o] (S38s 48 1agi oSl o
Cl.a.wl.wn\"

seiwl ol &l «s,sl55d1 Hgawall o V]
Sraoll

13



ooVl phais &gy yosai (o] Sy
syt

ady ayguel (390l 32 ol
Sysiwll gla)l o “leBly 3l Low

aloly de>lyo scinug gl ool Sags

o9 &gxzl (39,0Jl loz) &y ew )l GuwVI
i o)l Csugiladl el

Constitutional Foundations for Protecting
Critical Infrastructure in the French Legal
System

14



9 a>9.09)  souiyall Sy9iwall plaill a0

Jolsl
asasdl oVl Wbl go

Igi=) swllell OMeVl (8 85,19l ésslolld
WAQ &l olus)l

ay 9wl il o0 e3> JSiio sl

exoll pa s Vi (88 0S5 @y, ol Lle yais
o>V

Slazgl oo Wol dlas> oy lidg
ORI |

15



i 99 @low culS Luwyd ol lls oo Vg
P9p20

ugild JUS o " sibogll silyunad] oI
Y @l a8 )l ay,9p 0l

il &losd @yy95wl GaowVl sow)l Sl
8wzl aizell
8 ST oyl S ygiwl Gadzeoll O oS

sl

azl Jouii wswsdll oVl &las> ol Lsle
syl

&M Hulaal 3Ll (8 (3=l @gall wlg

16



ol 1ags Sl o gl padlyo dlox)
&gl o 13 @slas)l &>ll oog

Slazpll 20 Joliy 12> slpixl Hughi (o8
|yl

a5BgJl Hulasl) Wikl wlisl 8,5V LJlayg
ao;\JI

SBLsYI o dugamedl  3810Jl duloz

300 38 byl oW doblll ol il
17



Ylozdl (9 ®)959

Regulatory Legislationon Cybersecurity in
Egypt and its Role in Protection

Vo 08, dig,: IVl izl axdlSo weild Az
YA &

200 58 o 59bsall

B3l Ao aesl, wlgic sle vglall Lai 189
bVl

&9,V Oloazdl Julasio wliluJl @8 g
oW subgll 53,0l wgilall Lawl adg

ol

18



oS>

oVl wld dolily dugS=l wlp=l &dl,0g
&z yiw
8 b % e oo wilsy wgslall ol V|

Wlozglly @l wloxpll G Br8 V 999
ap>g0ll

aols dlo> Lot il dugedl 53l0ll Ao

890l wigiai (sl @slo yan V ail oS
dyga=ll

bBLasYl e W alsd ST 3 Vg
19



Q3,000 ile) Lle OB (Aol 4Ll (o9

00 A% osibgll 55500l sa) aisll 8yl Clage
i)l & Jled

szl @il dungS=dl wlandaill plaso Ol oS
&g,

853ito @il @l8,) gaans V

ooVl 33y sl gLall o Tledly (5l Low
Wl

20



Sl 9 bl oW @aelblll oley il
Glozdl (o9 D959

Regulatory Legislationon Cybersecurity in
Algeria and its Role in Protection

10 p8, @ig, SVl pilmel @980 Ugild a2,
Yelo uud ¢

oM alaiol sawlwVl (sesyutisll Y
Pl 8 il

BlLasl 1o wlgic (sle wgilall Lai 149
2ok VI

59,380Vl wloazdl Juasis ULl @8,

21



bl oW by @Sy weslall Ll LoS
Vgilall Barbai sle SVl Aopo (g
dwbwzdl olpl &lo>g

2908 oo osiley sl WY Lis ol V|

&yl auioVl wlhazll dg=>lgo o9

BLoll" pgpio | BMb| Bhais V 999
lqu.S‘z"

&.8lS wli>Wo auoVl 5)'.9.2"\" 2uoy Vg

Ll g93g Jud baasoll wlozgll BLauSY

22



e ugilall (Sgizy ells ] a8l
Aswly wleliziwl
plall ;oVlg sibgll g8 2Jla)

plaziwl (sle aled aslad ald,) >9>9 Ug>
wlsbwVl 01

a5 38 Sl plol LI puay Lo
duibll Sl LB Audadas)l @l oo

&zl i) 3lsx0Jl wlasnill &,8l,0)
9.l

23



ud Male Loy i yass sediowy bow
wleil ois

Lewi;d o9 bl (oMW @aablll ol sl
Glozdl (o9 D959

Regulatory Legislationon Cybersecurity in
France and its Role in Protection

ok @usypail VI ST a5l Luwsyd Riow
9.0l 35hol) (bl oVl Jlo (59
>l Subiy JolSl lpolsill (sJ| a8loYLs

9,9V
24



(NIS Directive) wlogleall ISty oV
Ol oo Jodl o il Cadaw 288
YV @ (bl oVl wgilad
(ANSSI) auibgll silyumdl ooVl @IS Lawl

qy.w'_g

Ut Ginsiaally seizall oMo L)
olol,a

39L0Jl &lo> aclgd lpii sl wlg=ll sle
Qygu=ll

25



Yo o @08l &,9p02dl e Ol oS
&ugazell (350l ulsesiioll gaoz o3l

ay,93 o)lE5 pyriie &nylo Aol Juli Barasy
il agiol > o

bl oVl Vg g o OIS sl
SVACH|

oJ] 5w 9Vl 3LVl esslio dosyi (o] By
wwsolo (swesdi @8lg

o> Goazdl (891 0ll aiiai JMS 0
9kl Sgiuo
26



aJle olelhsll sle do)lo ollhio 5,9
|

oo Jo3b dxdly uxliowl &3, puSs) 1ing
wwogill oVl &yl

wsadii pAds SV awlwl 855,

ailezall a5yl OlLall (sd ducgyirall bulgs
200 58 sl oVl

Safeguards of Legality in Administrative
Decisions Relatedto Cybersecurity in

Egypt
27



oV aalesoll ay,sVl oll,all gass

oball oSz (sl ducg ol ESolio Yudid
Syl

JSidlg polaisVlg daue il adg
dc9090lly

d > whax axlgy Lauks SJ
o> i wlie Vb duc, Bl Cy> od
| 0-03" plaiy

owlwl ] Ha185 SLLa)l 0id oo uiSIl Jemu
o 59938

28



aw_‘é o*ilsﬂ - I.9 ol A . u I: l - -..9

oyl g8lg)l go wwlizs V

S,893| Jlswdl 0ld (LolaisVl Cus oo Lol
PY-)

iVl Ll sl adalaw Gwylos Ol Soy Ja
5255 aalsl b oo

ol plall cabgall (siw céy kil &Ll (o9
ay,lsYl ap=ll

23lo)l s S LolasVl aslo b
NP

Sy J55 oSl 0gs W L)l usS)y Lo TS
29



SV LN apased 1oy J5 loo
2way il Iawo 01 (JSadly (3les Losds
d5ladl puac

il dzs” 98 u>oll ] OIS 13]
llds_‘."

Il ol sl oldasoll ol el &b wes
SLall s

o€ el (58 as> o blgall oy 1
Ll (58 o=l of alwas

10

30



aalezoll &,V oll,all (58 auce,iroll blgso
S5l (98 (sibarandl oV

Safeguards of Legality in Administrative
Decisions Relatedto Cybersecurity in
Algeria

ooVb daleioll Iyl wl)all gass
Pl 8 il

ayauladl aucq) ol Esslol

a8 8928 e autiSy slowll (Garhaill S
&3lolls &bl G

et pai Sl ule Ol e, all Gy ed
| 0-03" plaiy

31



gl Lwlwl (] 8185 @w,lool] 03 Jo
auolg

;2 gyl ol adsls olpamgi sle Aossig
0)9xikio yul

ol uela)l Lo, (LolaisV (slew loadg
lall Gilbgoll

oo el 8 oS) Llhall dblw Guslos o 90
oliubill

Sty J325 oSl wes W (silgadl L)l wesy

J& &9, 0 Jg> &y,d9> ©Vilus 2k low
al J| el aalw
32



] 1oy 8leiy Lo wlazall Jhasl (o9
ool 51,8 (s ohy O Gbloa) Soy S8

il a2 98 3u>oll ] WIS 13)]
"@S:‘JI

dosxiwoll Huleall ol hioll &b ST Ugs

oba)l Jgg g VAl (8> sz = |iddg
vaole Joc (oJ] oS,V

11

aalezoll &, sVl olLall (vd duce,uiioll bulgso
33



Luwizd (88 (sl o-om!

Safeguards of Legality in Administrative
Decisions Relatedto Cybersecurity in
France

bylg.a) 05u9biy csaunsyall (sigiladl plbidl 5u0iy

aoluiVl plazeiwl OB due, il Cu> o0d
Shall skl (8 asil

adlaaly sl

s )8l clasll Ol (Lolaizx VU (sleiy loadg
34



S>d9> [ao sle 288,

wlo ey Ul Sou V Sl pladl" Ul g8
ll)l).aJI -:|-I I

Jozxy Sill plell wabgoll a5 (09 88T Sk S
aulgill adggauoll

s>l y0) @4lS0]| Tosls Jld weSy Ul wazug
saoVl HLal &y,

] a0 sob 289 (JSidl Sy o Lol
wod,)l el Cislel

SVl plhil azyis ,S5 (s8Ss a2 oS
Vgieo loepng" paii Ol 8,)1 sle vz Js

IIODISJI - I . I l

35



Pl ppiy obloal) Zasus Loy 5lall she
& gl

i)l sladll Olb (ascomgoll @l o8
333> yuleo ok (08 [y

oy o Sl pladl @lae oo (gasall
oLl 8,15yl

oo &l au,5 (8 @] SULWI ol
5 azeall

e oo SL o,Lusl o5 auwss gdgoull Ll

g0 O 1D 054005

12
36



8,5Lall auoll wl,Lall (e auslasll als, )l
o 8 &SS aokail e

Judicial Review of Security Decisions Issued
by Intelligent Systems in Egypt

4,53 aalail e 83lall auell wllall gass

S sl ailiaall @yl acled uail
aindl oblall

bl SJg «SIsYl sliasll @oS=o olof
aopm> wlic axlgy slosll

ol (e B a9y V (olaisVl Cus (0d
37



&y, sVl doSoll

015 Ugsb s Ll dassoll dg=ll (sd
olLall

Il 9 5] ag> e 8,5l wilS Lllb
N

s (9 oSS &gl S iodl SJ
N

Sl plail ol cut ol blgel) Sy WSS
Tsaans OIS

Qi8> e colS aud @oazsuwoll GULI ol of
AUl 39S (J] Jgogll 58 (5> oSl elloy V gidg

Saslubaso of
38



] ssss Sraoll S Y ol ol s
auall 8,05

&Sl aoduiVl Joc @ua,S poga) ao;\WI
dizoll

w9 (3535wl 465 aalw aya) A>95 Vg

OLoVl o S (88 &S auls, Jex Loo
13

8,5Lall &uoVl whlal e aslaall &8,
Szl (09 aS3 dnkl (e
39



Judicial Review of Security Decisions Issued
by Intelligent Systems in Algeria

a,S3 ankxl oe 8slall auoVl wl)l,all gass
3l 00

ailadll ag=l o,lucl &gl pul=o &)15,)
Llell

losd bl se3 9 (@bl wleslioll (8
ao o9 asuoll i) apgilie LlowV

a8l aslgs sl dlosll wbasall of V|

il (s 839>90)l elli ;S a> sJ] Qs
Sraoll

40



B2 8990 (8 At Az Syil2l oblgalld

o<hll xe

ologleall ()] Jgosll (s 5=l elloy Y @iV
aiall

UL o SVl plladl Joc 8ua,S) @l
L] wascawl sall

@lesVl J| Haz8 Syl swolall Ol oS
&igilally &uisll

sl waaisS of oSl plasl lac jaza) do;\I
ad olS 5 4z

avoui > S,il55l Rriidl 09 a>g5 Vg
T

41



Sl plail (8833 Jaswo sus 50,85 by
14

8,5Lall &uoVl ol Lall e aslasll &)l
Lowiyd (08 &S5 aodail (e

Judicial Review of Security Decisions Issued
by Intelligent Systems in France

oVl oLl (sle aslasll &ld )l juem
Luw,9 o8 aSall

ol pudzo job Cu> (pila>g Lpidles,
8,Siuo LI

42



Bonall" Lo,k sl oozl dp=lgall
Sl "sg VI

9 o=bll Gblood) Soy (wisha Yl Cu> (08
Sl Lall

asliodl Juwdl yuais @,15Y1 pSleoll plol
il wlyl 8l

wlb (59 ai> (sdg A9lo] 8500 8o SUg
n I . ”!J_Q.Q.QD CLMOSJ"

Shall 3Ll (58 Sl olail saniel (sl

ol SVl (solall ol s o oVl

43



oo (Intelligent Audit) " oS3 (3.835" )
osléiwo sl Ju8

Vi pgdy Cu> @gall L8 o udoieo
Loy s

a8 ool ©lluly Sl ol sgS
@l Ll

aolyi>l 09 5 42l oo 09l o (3izeil
wvgilal)

15
elS I olazswY adoslly a8Vl oozl

Spaodl (il oVl (08 sclibhoV

44



Ethical and Practical Challenges of Using
Artificial Intelligence in Egyptian
Cybersecurity

ooVl (88 (selihoVl SVl plazswl axlgy
200 58 (silull

aidled 3ap5 dduoc dulocy &M Wi
alacg

" sSUl 5 amedl™ Sy «@dMSVI duslll od
Slasall LS|

Obly le Uae Sl plkaldl OIS [308
Tapod puSei Gyl

p5ld c@umo audl,e> ol ducloaml wlid Ao
sunodl 13D Gw,Siw

45



wxpio plb (5] 5381 Lo (elslly ol ol
EVEC

2By o il adlaadl e of oS
"SIl slaawVI"

.;,S.q\l’L‘aoLé’\Lo.cwoﬂ\ll)I)iJlmw
ad bl ol angd

gsg 8,15Vlg oblgoll u aaill Logay Low
522l oo

aiall wlelaSll Lasr O (&doell @=Ll (09
SV sle=dl 51y

elS3 aoll CL;Sbo_giw w=all o Josu
46



aled sclihol

LAy 8 auad,Jl duimall il o Ol oS
Slbsleoll

8oVl Glozl 339> b wlas (sJ] (S35,
ouiblool) doadoll

16

Sl plaziwY adoslly &8MsVI olaxl
Syl (sibuad] oVl (09 (selidnoVI
Ethical and Practical Challenges of Using
Artificial Intelligence in Algerian

Cybersecurity

47



ooVl (89 (selibholl SVl plazuowl azlg,
BUIC I BT CREN [WWE

839>g0ll el agyline &ulocy a8l wlass

Oluogazll yasy 8o a0 (59

adleal ule JSuiy (@dMsVI &bl 0d
&eluwollg

9 &ols (o uibloodl Bodz) "L, Tauags
ole Jb

Sl yauss (08 Bl pbaiy (seyuii U] oSl
" Sl (suoVl

V obl,d isi paole 0bS ] 8,15yl Jo= low

48



dgiy o8 "SIl 5 azdll" Jlas Ol oS

OVleo (8 &Sl ankVl crorziwl 13] dols
Lw >

Joluwl Jul= of oVlasVl &dl,0 Jio
ol ducloizl wliglas yuSw 18 by wle by

Ay, du9p>

auidl olusdl sass uld @dosll @l o9
-q' 3 "

e 13508 o A=y &)l 1M1 s>
ok

daio selidnol £lS3 dokl &dlo Lsa> o
49



o @)l duams)l a9 welazll Ol oS
RARVA

duioVl Glozl 839> 8 wolas (sJ| LS38
Aoldoll

17

elS Ul plazeiwY adoslly a8MsVI Gl
o)l silyuad] ooVl (58 (scliboV
Ethical and Practical Challenges of Using

Artificial Intelligence in French
Cybersecurity

i ybll plail aga> Sl oSl paadl o,
50



selibhoVl clSUl pubii (o
dlocg &Ml wlazs oo gliw V ails
" Sl 5 amedl" iy (@dMSVI &Ll od

PN I EVEYY

38 5 1=l OV (éo,lo bulgs 399 8o i
b OgS)

aols chpusdl 8 oo i adliansS| wsasg
daasoll &Sl aoluVl (58

25l 5,5Vl adeidl Ol (o)l &Ll 00
Pl Wlgiuo daei e

51



J| 38, 28 (Local, Regional, National)

aclodll audni (59 ol

lg=l G selilnoVl eSUL dolzl

aslis "

Lloy aS Ul aokuVl (3835 aalSs ol S
S)9> JSin

8 u2all SLaldl sle LS "Wl Tbue JSii
dlac Uloua) oW 5)lgall (sJ] Has45 38 sl
Lo ok |

18

52



ooVl 531 asiioll duepyuiall Ol>Wo
20 o9 &9, (81,0l) (il

Proposed Legislative Reforms to Enhance
Cybersecurity of Critical Infrastructure in

Egypt

oYl Ly il Slaceill e diaws

augla)l GuwVl g Mol Lyt “bMe]

bl oM Lols UgiB lo] W .w
Cl.a.wl.w\" CU)l.uo M).J

aeluolly @dlaidly 5 amsll pace @lasll Jio
Y IENACS

53



o g ool dygazdl (880l 29.09) S3z9
&,S5 aalkly Lpiyloxy

il axdlSo weils Jyasi e b
YA @ VO 08, duig,usIyI

vais Hygazl (881500l Lol Jad a3loY
wle aslho

o01"s " sS3 cioVl LM s (08 "
&gyl sxlyoll (5
alatauo duapdais dlalaw sLi] g W

aJle alozdl aoku Lausly zuo dogo (sJou
54



3,0kl
48 juleo g9 lpale ayy9> WlEEN cly>]g

19

ooVl 5u501) d>yaioll ues il Ol>MoY
Szl (98 auguzell (8810l (silpndl

Proposed Legislative Reforms to Enhance
Cybersecurity of Critical Infrastructure in
Algeria

2l 88 (sl

95



augla)l GuwVl g Mol Lyt “bMe]

bl oM Lols UgiB lo] W .w
Cl.a.wl.w\" CU)l.uo M).J

aeluolly @dlaidly 5 amsll pace @lasll Jio
Y IENACS

2oty osill 4ygazell (590001 2909s Sazsg
S ankl Lpalos

pilzdl axdlSo weild Juasi g WL
Y10 @l +2-10 08, auig,aSIVI

vai gl 39,0l yols Jad adloY
wle aslo

56



‘52""3 "&5\53." wc\" )I)i" " . gé ‘52""
"y il do>lyoll (08

alézo daoubrii alalw sl waxy WL

aJle alozdl aoku Lausly zuo dogo (sJou
8,0l

a8 juleo gogg (lpale ayy9> wWladas ¢l

20

o5l
o7



Conclusion

ooVl Ol &)laoll awhul 04 cud S
&ssmedl 38Lol) csilrmpand]

S39>9 )l 98 b osudi A5 350
o9l jaell (88 Uil alga)

il oo™ by ] Luwiyd (s Loiasd
lle'J )J.\>‘

aulad hylgog anldsoe wley i JMS o
aJled

9% Gubll &l (58 WV V ,ili=lg jae OB
Jlxoll lid pulais

58



Loty LigJgiSall (0

Sl 53UVl (sugilall [yl Lhe (8 L
VLYl Aoz Lpolasiwl (ouay

JISCl Fuowyi o wsaoVl slacwVl 5y Gus
sasoill o 820>
8,2l Eoanidl (siey V aunall

&o Cwlisy oy Jel=l S5 Cllaiy Jy
ags JSU aucloi>Vlg digilall dpogasll

a>Wo| wlssiioe duwl)l 01d ol 13
aycgo90ll &,laoll (J] Aiiuws duloc

59



gol>g Jled (silyuw £ by (o] Bags
&Jelunol)

oaelly Sl v,all

8:lsS o1 ozl (sle Jaall 8,08 (sle Cabgzns
seliboVl ¢Sl

Jo=ill 0l vloua) (wgilall &gs LEMslg
sod,l
anygii) Gude oVl 5 8lsl weS,

21

60



il oVl Ulows (9 auld,)l wlp=l 4o»
Sraoll (sigilall plail (8 aygu=ll (39,0l

The Role of Oversight Bodies in Ensuring
Cybersecurity of Critical Infrastructure in
the Egyptian Legal System

Olos 58 g0 e aul,)l wlp=ll cusls
a0uodl 581,00 <sulmaadl ooV

58 oVl al>ly0 58 Uiy V el 1id o8]
S aoll  sugilall olail

YA &owd Vo 03, wgilall olawl

du09S=]l wlp=)l &8lyol &y,kh5 &Moo cllioy
&zl @Vl wld dolsdly
61



Ay ayyindl 3)lgally ausll 8yl e ol V)|
auleall a5,19 (0

a0l &Sl dokuVl Laxdy ppd (sle
gl (§8,0Jl (89 Aol

g Olwlxoll (55550l 5lp=dl ol LS
4o 4,5,

<lgsVl of awgilall @ Vgll VI si> llioy V
&zl

ooVl okl (s8MsVlg (susll ozl
bl

lis s Lowlwl “LeV ueS) Ul (Soy @il pg,)
Jlseoll
62



S a0l OlodyJl 08 (eUs (8] @lol,

ooVlo LizglgiSill (58 daasin wld (] Hdidy
s aaadl

Aleall auey ;i

olelhall (sd olasll 0ia plaswl sle
9.l

048 u Baaiid] LLe Old (VI (i
o=l

8a>90 Auibbg duziiliwl 399 pacy

63



Qauno9 8 iz W Jl 39> o Jou

oig) aloly alsus dsle| Lseriwy bow
o=l

ag>lgo) @03l wlgsVlg wli>Mall lp=iog
s0d,)l yaell Gl

22

il oVl Ulows (9 auld,)l wlp=l 4o»
Syilizl (sogilall pUail (59 dygu=l (881,00

The Role of Oversight Bodies in Ensuring

Cybersecurity of Critical Infrastructure in
the Algerian Legal System

64



Olod 59 pgxo 9> aul )l wlp=ll Gasls
ayga=dl (890l (silyandl oV

plail 09 8,08 whazs azlg yeul lid S
Syl (sugilall
lasl el «silyd] oM duibgll &JSglld

Y10 &ud +£-10 08, ugilall

olpdl 3lp0) ks oMy giow
wlbwu=ll

o0 Az agiislly &yl 5)leall e of Y|
el lgi, s

a0l &Sl dokuVl Laxdy ppd (sle
gl (§8,0Jl (89 Aol

65



aJlo auld, ag=S Lol auwloll Ul oS

<lgsVl of awgilall @ Vgll VI si> llioi V
&zl

ooVl okl (s8MsVlg (susll ozl
bl

e pledl BlaYl adlo (o9 a,95 duodl ps)
& Lioll 0id
Syl Olad,dl O eUs (| @sloYl

oVlg Li>glgiSill (58 danasio vl (] Haisy
syl

66



Aleall auey ;i

olelaa)l (o8 oluill 0id plasiwl sle
9.l

048 u Baaiid] LLe Old (VI (i
o=l

8a>90 Auibbg duziiliwl 399 pacy
dase09 8yt @B, d9p> o Jo

oip) dloli alSd dsle| e low
wle=ll

ag>lgn) @05 Wl SlgsVly wloWall lp=iog
wody)l sasll Glass

67



23

bl GVl Ulos (s auldy)l olp=l 495
Wi i)l (sugilall plail (o8 9.2l (8310l

The Role of Oversight Bodies in Ensuring
Cybersecurity of Critical Infrastructure in
the French Legal System

Olg=l o alolSin aSd 39>91 Luiyd a0
a1, )l

ooVl Olos (s Visd gy sl sl
9.2l (8910l) (sl yuaadl

bl oW auboll &Soll (sib Vols
68



(ANSSI)

ooy gios (s @l duls, alalus
aswlg

olazasll eh,>ly cologleall (sle Joazl)
wblall o9

39Loll aylo> aclgd clesis sl wlp=l e
&yg9a=l

W, |e> wsownyall @ol Gulzo wels Wb
led Tilind

ay, bVl olla)l a,cq i as>lo JMS o
oVl

d,90all e &S5 wlady wlbg
69



daasio Ol o yall Olal,l giox WL

a0y podii Lu>x9lgiSilly &0l Lgd il (8
Oley il

elssel) £ laiuwl wlul> 2icy i al,00
OJodunnlly
WSV lg=l) ayibg asud a>gi (el

adMs VI oozl

o9 waelibhoVl Sl plaseiwl ¢e aslll
bl ooV

70



ol sirell gaizeoll OB (sl

Jué olabaiadl JUS oo Vled WS, s wsl,
Quo9S=ll

plasiawl Wil sl augall ©lzozdly
FEZVRSI]

dlaelly audlecdl (o 250 | 99

oo pels 08 Josi wlp=l 03 JSg
8a>90 Quibg Azl

Jlxo (89 @ Siixy [>3900 Luwiyd oo Joxi
oLl 5oVl (sle @18, )1

71



24
bl oVl 50585 (9 sidedl goaizoll je5
&Ml dodasVl o @)lao duga=dl (381,00

The Role of Civil Society in Promoting
Cybersecurity of Critical Infrastructure A
Comparison Between the Three Systems

ooVl 52555 (59 (sidoll goizeoll y95 alisy
a9l (38,0l (sl yuandl

&Ml augila)l andsVl (S JSiu

W, 195 svdoll goixoll sl (Luw,d (sad
Vet

72



"La Quadrature du Net"q "Access Now"

ol ooVl aakl Julzs, oo ool
240052

899 «uogasll Jlgul ol 5 s Sl wtsSg
a3 )l olp=l J| el

olysliroll (58 wlokioll 04s ), Lis loS
aolall

aobil slozel J8 dogS=dl Lpokais sl

3>

s V siroll goszall 195 UL rao (99 Lol

5920

73



Jols &,z el olsy il GLé o
ologlzoll

aolVl pga) @03\l ausll ozl 43¢5 pace
&Sl

J8 oo sl olsbedl yass 399 o)

plaziwVl cgw OV 2o, Jol=i il
Ol vl gosizodl axlgs «il5=dl (99
oo 9 859>90l i) agiliuo

Ologleoll ay,=) aolgdl (sugila)l bVl LLed
&y aiidly auisll 55leoll (sJ] wladaioll ;lasslg

74



aled 4B, dwylon (sle 1g5)18 o A
olelbhall (o8 seldnoVl Sl plazwl sle
9.l

goizeol| &Jled ol plhs &,laodl U od 00
ol

2,5 @i S9=>g) Lade bl @lasiyo
docl>

e Low 03I asall 3 lsoll 53939
il sao wd wlokioll 8 ©l,8 by

09 sl dyyuisS B9 s o LpisSoi)
&5, I

75



25

bl oVl Jxo (o8 (sl wglsall
&, lio dwlys> ayguzell  38l,0l

International Cooperation in Cybersecurity
of Critical Infrastructure A Comparative
Study

ooVl Jlxo (88 (sJg | wgles)l Sgiuo waliz
gzl (38,0 d) sl

Ml augila)l aadVl G LS JSiu
5 L3 o5 @oal wueli (Luwiyd (sad

g oVl sV
76



ooVl @lSg (s9 alleall LgsS,Line JMS 0
(ENISA) &us9,0Y! sl pranasll

e slal=dl go Al lsww Wlogleoll Jslig
"Five Eyes" Jio wlaio

auo> auibw Ol (09 Luwyd )i les
Q9>

Gloxpll dp>lgo (sl lpil)nd uux)
ddaoll

8 Jlss V sJgll wgledl Old pan 58 Lol
JoVl al>1,0

Jio & Bl wlodhioll yasy 09 lpigac pe,
&,2)l JgaJl dsol>
77



ool Olzshiwl jeki (o8 T340 ol sl

oo A=y A>g0ll (sepyiudl LYl Lle S
wolezll Lis a,led

Wba=s ol Uglail axlgy il 899
oo 9 859>90l i) agiliuo

Ohslboll jags o9 =l &)L loaaad
8 ,2lly au6,,9)

vaiig A>gall (sl byl Lle uld
aall ol

58 @leall &S,Lanoll (sle lg3,38 oo Az
&S yiduoll @yl llos|

78



uglesll &led ol Lok & lanll OIS (o5 o9
ool

w2 Hlb| S99 age ULyl aldagiye
S99 (subg

e Low 03I asall ol 993
)05 ws oo LpiuSor) Jgall oid lyad £l

ol il sioVl plail (o

26

&ugadl (39Lall (sle Auilyrnnd] Olozpll

79



CuowS gl dl> awl)y

Cyberattacks on Critical Infrastructure A
Case Study of Stuxnet

e 1> sl "ukaSoia” daed Jiod
Ye)eo

Bagiay ysibsw pop) (@ige Jlio Jol
&, bleo Q9> (88150

lasas sghioll yugyudll 1id prouai pi >
9 @Vl 58,0l 3 nll aokl BV
993l ks Lo

la> aoidso wluds w9l paziwl Adg

80



adg,2oll jué "SIs 9,05" Wl JMaiwl Jio
oloVl wlslpuid oyl gsls

Air-) dg;eoll wlSidl Bzl o aiSo bow
(Gapped Networks

<Yl Juais V osall
S5Sro0 b slp>
Olgid (siluYl Sggill ol ]l Luslis

Ol oS0y @bl Wlozgll Ol (sle Jay low
VAV

&Sl Slozegll o @alSs Jslg adles LSl

81



&y lall

JoaJl aox) oo Lwys dl=dl 0id Jiodg
AQodio Aulyaw olecldy Hughi 8,9,0 Jo>
d,9k0ioll Gloxpdl (o @gu=ll Lpadl,0 Qylo=

apipdi> &) daumrg @ple ol (] (5385 18 (sl

27

Q9.=)l (89,0Jl (sle Al wloxpll
Lises) @l dwly

Cyberattacks on Critical Infrastructure A
82



Case Study of NotPetya

YV ple cins (sl "Liniei" dozd Jiod
Wb oexp) GSow WS (sle sslo Vo
duolle &5,1S (] Sazo WD o Jgmy Ul
Lil,Sel 98  sewlwVl Wapll OIS (&l (sad
Jld gl (sumwlxo 2wl Bhasl JWs oo
aloc aly yugrall Ll acyuw oS
olebw JWs Lolle juiy aile>

ailoVI "el,0" Jio SyuS olS,ts Lpano
83



&S0Vl "LuSaud"s

"ol ays0" Jio dsollell ooeid] oS b
2285yl (89 pgzpll 13D s 189
wlVell wl,Lloy

e @l Olosegll Ol sde Jay low
Qg4I 38,0l

aunlle as3laisl wlwsb L) wssy ul Soy
3,00

“Lale> gz LoVl lgdas OlS o) (si>

&uodl Jg> Tlogo “Luys &l 0id Jiods

84



olayagsll dg=lgo 8 ol wglssll
ORI |

5oVl elgzsY aeyyw alswl ST ugkig
28
ayg.2dl (590l (sle @ulyundl Sloxgll

o2V b Jligles) > auwl)s

Cyberattacks on Critical Infrastructure A
Case Study of Colonial Pipeline

e3> sl "o oy JliislsS” o Jia
Yo7 ple

oJ] 45582\l p9xp) ,blio Jlio Jol
85



Jols Sl

d=wiodl Vo)l (89 Qugu> A= auin)

"oV e JligleS" &S5 Blasl g5 >
Kool (o8 bt capbl @S 58T 5005 (sl
lpilalac liy| (sde &Sl pezpll sl 289
JolSI

wgicl (58 5939)l (8 31> yads ] >l Lo
3S20Yl (98l

lolay uidl uiblgall o seidl oo &l ,llg

86



alogy a8 g &S, o, huol A6

lpiaksil (sJ] Jsogll 8xleiwl oo oSmsl
Jo> &uigil8g &Ml wVslus 2,0y Low
OVl 04d Jio 89 @aall 89> aucy i
o Jg> Tlogo Luwys &l 01 Jreds
aLnlasd

&yl &yguzell duazall duii

&l wlelBl 09 loswVl duodly
R EN|

a2y @Ml Jgl=dl (sle slazeVl oo Yoy
87



»-'4“ €999
29

890l (88 @il Sslg=l) &l
»an 9 (sugilall ;b ag9.=Jl

Incident Response for Cybersecurity in
Critical Infrastructure The Legal Framework

in Egypt

&lg=l) @lawW sugilall HbYI Ay

Ol J] yaz8) Cu> (JolSio juto oo
a.z.'o|_9

88



wleily ass ]l @lwVle ,S ol sl
Jleall

\Vo 3, augSIYI pily=l axdlSo weilsd
YA aud

€999 a2 wlgasll (sle (sewbwl JSiu 55
Syl

a8lwly 458y Wl g9 o VY,

olp=dl ©lsdun 2o09; 333 V il LeS
q" ; I: "

Wbo e (sibaw pg=d 939 Al> (58
Ugu>

89



A>90 ysibg S0 Wl O s ] aloYL

Baaaiidg Ayl ©layagidl @8150J
al=xwVI

ld>lyo s Slozg)l WliusS] weall oo Jom
8,0l

aoladly duogS=l ol o sop2e)l  Baid
&lxwVl bhs plho OB (WY si>g
Odlo=l

OlS ,uidl o @559 wlsle sle doisi
S .S

Sl Gony p3lo (5igi b 399 Ug
Jleall
a0



Qog > Quibuaw ,bleol db,c a0 Jox low

30

L PN TR W W PN FEN TEHES I
Sl (58 (sugilall ,UbYl a2l

Incident Response for Cybersecurity in
Critical Infrastructure The Legal Framework
in Algeria

Salgzel) @l sigilall LUyl asy
il (88 auluall

Ol | H838) G (JolSio Hueq lasen
- . |.9
91



wleily aesyudl @liwVly ,Suoll sl
Jleall

+5-10 p3, aug,:SIVI pil =)l axdlSo wgilad
Y+\o dud

€999 A2y wlgisll (sde (sowlwl JSiy 55,
Sl

a,8luwlg @589 wlJl g9 o VY

olp=l Ollo§wo 2909 3% V il loS
a4 |..- "

B0 (sle (siluuw p9xd €999 Al> (9
Yga>

92



A>90 ysidog 55,0 Wl O (s (oJ] adloYl

Saasidy Al yusndl wlagagsll @3l ,0J
&y lxiw VI

led>l,0 58 Slozg)l WLaS| weall o Jox
8,So0ll

Aolzdly auogS=l Glp=l (u Sep=dl  Sauuiig
QlxwVl by phaeo 08 OV L9
Odlg=l

OlS adl o @5,9 wlh)slo e Joisi
S .S

Sl oy p5lo 59ei Hlb| S9=9 L
93



Jleall
Wil sblol do,0 il oz oo

31

890Jl (88 asludl Salg=l) & lawVl
Luwiyd (09 (sugiladl ,UbYI ayg.=)l

Incident Response for Cybersecurity in
Critical Infrastructure The Legal Framework
in France

2igilall bYI ,asT a1 LpSioly Lusiy 5405
ok

94



iyl Salgzel) @laswVl Jleo (o

byl sl oVl WISy S 0
(ANSSI)

osibg (i ol Sldac 5950 sLiw] o
(CERT-FR)

slae e apbdl Olagagil &80y o,
aclull
oaledioll grox o3l (sowi,all wgila)l Ol LoS

sl Blaus| 168 &lSg)l ML &uga=dl 39],0l
Ssl>

OJUTS poxpll Aol e audiadi uHlai pyrdig

95



sizoll (sdleal olsh>|o
abs elliod Luw,d Ol (&S (oJl asloYL
d1>90 dubg

2an> Joudd 4wl &slgzl @lasw
gl wlelnall

auo09S=l wlp=l w Jleal (gauisdl (rounig

Aolzdlg

Ol JUS o aasdl 04 Ll 0d Adg
@595 awilyaw

A28y poxd OldYsliww (sSlxi

Ol o8 bl o,Las Lus,d uld Tuslg
96



QlxiwVI

59,0Vl ool (sl duil ] Golg=l)
Joallg

dulell wlnagil dp>lgo (sle 1p3,13 552 low
>9=lJ

32

bl GoVl Jbxo (58 Jadlily cauyyasll
&, lao awl)> aga=ll (391,00

Training and Qualification in Cybersecurity
of Critical Infrastructure A Comparative

Study

97



Jleo 8 Judlily wuyaill Seiwo walizy
bl ooV

aobll G puS JSiu dyguzll (38150l
&Ml agilall
WolSzo “Lolay agll ellios «Luwiyd sad

il

ay Ll (sugoll wayail 5S1ho (89 soiung
a,ibogll &ISgl)

&ugumdl (38L0Jl 58 ulole)l geox Ul LoS

Olozgll ap=>lgo sle 559> Wliyyad) Ugmazy
08



- ¥ VY |

Tsgaze0 Jlj V eyl Ol uao (o9 Lol

SISl pams (8 sl JSoin 59509
auoVly & ,S sl

gy 5 2ol ] osvdoll gladll yais) Lo

auall olelaSUl (o8 sl> yasi sJ] S3ds Low
alagoll
agslino ©laxs il axlgs Hils=l (599

a0 (b d39>g0ll elli)

99



&y, sl

Q)N 2wl o] a8y (suaedl glasdl Uld
alled

Slusdl ale uS slazel (] 38 Lo

iV

ol Lo Auibg wlyad by (oJ| Haidu9

ol aled ol Hplks &,lacl Old e 09

duibg @uziliwl S9>9) Lagde ULyl aldagiye
d1>9.0

ey bow (oMl adlodl 5)lgoll 19939

Sl5dlg s 8 @lolSio w5 dnkul by
100



33

(Penetration Testing) a.3l,x>Vl ol,LasVi
ran 08 osigilall ,UbYl &gl (38150l

Penetration Testing for Critical
Infrastructure The Legal Framework in

Egypt

9 &8sVl ol LW ugilall byl sy
w-v.

=g V Cu> eudhisdl (o] 18,9 poly Hue
wgild

sle oblasVl ois =] oy by i
101



ayga=Jl 38l ,0ll

Slpll sniss wols @it Llut (o
Aozl duogS=l

ISVl ol)lasl < )=y @58 olyslo e
daoi0 wislpad of 8190 Huleo S99 Ued

augilall @loxdl Lle ol s (sJ] a3l

oy uga Sy 38 orill Gario¥l ool
d ulas>

102



01 &yled oo Jlaug 8,5Lell 29, o by low
ol LasV
a8Vl ollusVl plaso 0l WVl su>9

ppdll ] 585 Al OlSb JUS oo o
Saosll

oo Hiy boo «sdzoll (sioVl pinall

lis plaiy Lols> &y Hlas] ey bowo
Jlxoll

GasioV| uiseal) augilall dylosdl 199.9
Oasidogll

103



34

(Penetration Testing) a.sl,asVl wl,lasVi
Al (58 sugilall UbYI dyg,=Jl (91,0l

Penetration Testing for Critical
Infrastructure The Legal Framework in
Algeria

8 8LVl ol lasW sugila)l UbYI sy
Szl

A9 V > wopdaisll o] Hiu809 2oly Hus
g8

wle oblasVl 0is s> wldly by, 3=
9.2l (381,01

104



clpall 20355 ool £t et oD
aolally duogS=l

LVl ol < ,=Y @5, ol)sle e
doi20 Wlslp ol a>90 uleo S9>g UGS

augilall @losdl Lle ol s _sJ] asloYl

8,ula>

105



018 dlled o Jayg 8,5Lnll 29, o by Low
R
a8Vl ollasVl pbase old VI Li>s

ppill )| 585 Aiz] S0 JUS oo L5
Saoel

oo My low «sdzall suoVl ag o)
Lpsdled

lis odoiy Lols> &y 5l ey oo
Jlxoll

Ousio¥| Guizeol) augilall aylozl 53949
sl

106



35

(Penetration Testing) a.3l,x>Vl ol,LasVi
Luwiyd o8 sugsladl ,UbYI aygu=dl 381,00

Penetration Testing for Critical
Infrastructure The Legal Framework in
France

WolSio “Ligild U] LpSMioly Luwizd suo0i
9.l (39,0l &8Vl wllasV pudais)
YT @i (sl oVl 09 SV (0

ouizenl] Olslguid dosso ol eliw] oo

107



89hol) Lol 2oz o3l weilall ol Los
dyga=ll

Olp Jsd oo yes Slasl whlus s>l
dloio

bhsg bl e adyasi H)lai pyadig
= 20l

&lo> ,895 Luwiy)d 08 (ells (5] adloYl
&igild

e g=iu bow da=oll sugilall bl oo
3,5Lwoll 29,

108



oLLasVl ais aled ;o s

&by wlily 821cl llios Lus,d 0ld (usle

e Jpan low cuanieall oVl ¢upisol)
wlp=ll

oLVl 01 ely>Y acwbioll olelasil Las

83,85 o9 &udle 859> ouang

36

Slozgl (58 Sadoill nclibnoVl elS il
aygun)l 39,0dl (sde auil ]

109



Generative Al in Cyberattacks on Critical
Infrastructure

ool Sl selidnoVl elSl jopb5 8o
&5 ] Slosepl

zlowl 03g) Sy x> (8,9ksg gk LS|

g ans aaplasll ylozell dnlisl solxig

ouazlpoll Sou GPT Jio z5las JWs cp0d
85250 Aoy wikly &ius duzoy SloST LS

110



awa Sl L] z3loil 0ig) oSy LoS
>

seliboVl elSil) oSoy «2Us (sJ] asloYl
SuJoill
dyguzedl (38l0Jl okl (88 wsall bl Jul=s

01 Jeiu 3,9k ogd wldgs,lw l)a8lg
wledl

Jd oo siudl Ogaxlpall Lgad S8y o) Oy

olebal Usg>g Lazs ,ehill 1is Jioyg
111



PRV S| [ IV W |
de 8,58 &S5 oy okl Hughi (sciuwug

Hhoeiwl 8,shioldl wlaagidl 0is go wauSsll

37

el sd Sadeill (aclibnoVl slS il
9.2l (8910l) (sl yuaadl

Generative Al in Cyber Defense of Critical
Infrastructure

Sadoill cacliboll eS il plazuwl Lsle s,
Oloxpll (8

112



ot (sind (09 sl £ 80l dail Wl

d,9haiodl Wlayagdl 0id (o @ylo=xl)

Sadoill caclidnoVl Sl z3los JUS (p0d

ol Joluw Jud=s Bl aslsV (Saoy

] IS

i 08 sl duendall ,ue blosVl BLaSlg
poxd oJ|

g, B

gy lw L] 23loill 0ig) Sy LoS
113



d,9kio duclds

olelbll 53559 alaizoll pozpll Ohlues Luw
as=ll bladl (o9

“Luded ooxpll 939 Jud
seliboVl clSil) oSoy «2Us (sJ] a8loYl
W

Wilg=l e Aulpuasi adud=i Hulis LS
CT |

il Gull=oll 1,18 9945 ad>9 ac

&l &leiwl ol,3 3l (8 acluy lowo
aled sl

114



Bl poxpll L Blow selaill 1is Jious

oludi wasl wabgi Wil JS Joly >
el 1S3l

49,2l (39L0ll &ulo> Jozw Lo caxdlal

svao 9 Sl o Loy Tagass S|

38

08yl Judiaunolly (soSIl silyusandl oV
dy9s=ll (81,0l

Quantum Cybersecurity and the Digital
Future of Critical Infrastructure
115



ooVl axlyy oSl avwg=ll ok go
syl

aoslall awsll

il Oloyles ganx swS (sle 8,518
aJl=l

8 @gazel (581,0ll dakail Lpule soisi (sl
lpsulos>

AESg9 RSA Jio juainidl wlioj,lgd

adlb)l aokV dwlbwsdl ULl oz sl
dliollg

116



&awgzell 898 plol 8258l doyire pumaiw
duoSl

b gl (89L0ll geo> yor2w Lo
SV

doiioll Joal Wl «sazall 1is dg>lgels
"o S paaiall” 4 B2, Lo s o0
&Sl cbsuall essbo sle doiey Sl

Carwlgll (si> &S S0y Y Ulol 58549
oSl

85015 Whlodiwl (09 Joalb Luu,d ol adg

117



auiby lyslo JMS o Jixoll Lis (sd

Ezedl J>bho 098 Hil=lg o Jl5 Y b
a gVl

525 A9 8,8 auiol 8928 (3l Low

i)l Jadiell (8 @gazdl (3910l ool

39

oW iyl @5, aslpil doslal

w09yl ool (89 (sl

Final Conclusion A Strategic Vision for
Cybersecurity in the Digital Age

118



aioll oozl jee aloliadl als,)l 0id Ay
Qg9s=ll (3810l axlgi sl

bl oVl Ol auai «swdy)l jasll (s

-

Liss Dl 2wy 0)

lo,Laswle Jsl (oY &usg>rg 8,90 auwol Jy

320 o0 bl Slozepll 09k Lasad

I catwbunzdl agsmall ) JolS ™ s (sJ]
augilall &l

a8lS e (ol aolsg ol (o il (58

8,9kio yucq

S5l yae ow @)laodl dwl,all oyplbl a8g
119



Lo, 99

b cowzed LoglgiSall o8 o dg=eall Ol
wsauwdolly (sigilall SUbYI (o8

s LoeloiSill 0id plaiwl oSz Sl
izl ST yo deluno

o0 uiSod (ASlinw) g, Jady (Luwjad

leall @18 Jlg ordioll &yl G go
Badsll sdoadl weleillg

olepall GLe Old ilsaly pao (58 Lol
augal 33,0JL aolsl

(@989 alsiuwo auld, ablw >9>9 picy
120



swedll oVl b L8Vl bhad ud sag5
alosl,

01 lgxoad sall ©luogtll UIS (o3 ¢ros
a0l

ab,ls sd b cduousST ool 5,50 o

dp>lgo aiSoy Jled subg silyuw £ el
aLuiaoll olyagil

bl 5oVl Judiwo OB (@ylpl (sdg
898)l o 2ozl Lsle ol 3,08 Lsle abgisw

-IEY Il
121



L>oJoiSall (i Ol Uloua) (@uigila)l &oS=llg
ol 10 “I5Maw Gaudy WLVl &lozd Bl

o, diwlg

40

&> 0l

References

Y& & Srpanll jeiwall )
YT il Syilsdl jeiwall ¥

WAR 0lusYl Bgian (swllall oMeYl T
122



28, S paoll dug,uSIV oil,2dl 4=8lSo wgil £
YA &d Yo

28, S il @i uSIVI pil,=dl dxdlSo weils 0
Yoo @iud +£-10

°LOi N iy d)l (silyaandl oVl LB 1
Y+1Y décembre YA du YYTA-YYT

°Loi N s o)l &u08,Jl &y,9p0=)l Ueild V
Y+ Y1 octobre Vdu YYY)-Y« 11

Ologleoll WIS u.on\l gq_g_,_g“ a>gill A
(NIS Directive)

oIl GoM (sibgll 55500 5585 Q
Y+YO Syanll

123



bl oW dbgll &Sgll 5,5 )+
Yovs ay,ils=ll

bl oW @uibogll @lSgll 5,85 1)
Y+Yo (ANSSI) \swwsysll

eVl Sl Sols,Jl ad,c JloS do=xo 1Y
S,V wgilallg

Jean Dupont La cybersécurité au service Y
Y+Yo de | administration Dalloz Paris

Ahmed Benali La cybersécurité et la 1 &
fonction publique en Algérie ENAG Alger
YY1

Clark David D. Blumenthal David R. The Yo
Future of Internet Security MIT Press
YYY

124



Schneier Bruce. Click Here to Kill Y1
Y+YY Everybody Norton & Company

Zetter Kim. Countdown to Zero Day \V
Y+Y\) Crown Publishing

Sanger David E. The Perfect Weapon A
Y+Y+ Crown Publishing

Rid Thomas. Cyber War Will Not Take 14
Y+Y) Place Oxford University Press

Libicki Martin C. Cyberdeterrence and Y«
Y+YY Cyberwar RAND Corporation

gl

125



Table of Contents

&ylo> dwly)) duxpiolly a0Vl dorioll )
&ga=ll (891r0ll

890l il oW (swoudlaoll ,bYI T
&9,/

gzl 391,0Jl dulaz @y 9wl G ¥
S aoll sigilall pUail (s

ayga=dl (8910l &ylo) @y y9iw)l GVl £
Syl (sugilall plail (59

gl 391,0Jl dulose) &,9iwll uowll 0
ot yd)l sugilall olasl (s

a0 8 sibadl oW daolbll ley il 1
Glozdl (o9 D959
126



o9 il oMW asbll ol il V
&ylozdl (o9 d,959 I3zl

o9 il oM aablll wlsey il A
Glo=Jl o8 ®,959 Luwi,d

a5Vl oLl (b ducg,dioll bulgs 9
a0 58 sibpdl oL dslsioll

&y IsVl olla)l (58 ducq ol bylgo )+
Sl 98 il 0V aalsioll

ay sVl ollall (58 ducq ol balgs 11
Luwsd o5 iyl oVl @slsioll

auoVl wlba)l sle aslas)l &B,JI Y
Jao 9 &S5 dabil e 8,5Lall

127



&Vl wlLa)l sle aslasll &B,JI Y
Sl (08 @S5 aoknil e 8,50l

auoVl olLa)l e aslasll &byl s
Lwiyd 08 &S5 dobl (e 8,50l

Sl plaziwY adoslly @8MsVl laxdl Yo
Spaodl (il oVl (08 sclibhoV

Sl plasiwY adoslly 48UVl clazdl 11
53153l csilpmanadl oVl (58 aclihoVl

elS Ul plazsiwY dloslly &8sVl ozl VWV
o)l il oVl (88 selibhoV

ooV 5u508) dsaiell dueyiidl OlWoYI YA
200 38 &ygudll (3810l (sl

ooVl 55 asall eyl ol>MoYl 19

128



Sl 08 dguxll 3Ll il
CPVIES B

ooVl Ulos (58 aula,)l wlg=dl 495 T
wigilall plail (58 dyg.=)l (88ol) (sl
Sraoll

ooVl Ulas (58 auls,)l wlp=ll o5 YT
ugilall plaidl (a9 auga=dl (391 ol) Csulyuundl
Sl

ooVl Ulas (58 aula,)l wlg=dl o5 TV
wigilall plail (58 dyg.=)l (88ol) (sl
M).nﬂ

ooVl 55395 89 (sidall gaizeall 95 TE
anbaiVl Ga @lie dygumedl 380l) (sl
&\l

129



bl oVl Jleo (08 sJaadl wglesll Yo
&5,lio dwl)> augazdl (39,0l

ayga=ll (380l (sle aul ] Olopll Y1
CuowSgiud dls> awl)y

ay9uzel 38150Jl (sl wlymudl ©lozgll TV
Lisiod &l> awly

ayguzedl 390Jl (sde @il ] lazgll TA
o2V b Jligles) alls> awl,s

890Jl (9 @il Gslg=l) &lxwVI YA
ran 39 sigilall byl &gl

BOoll (9 Al ] Golo=l) @yl Yo
Al 8 sugilall ,bYI aygu=ll

130



890Jl (59 awlyuadl Salg=l) &lswV TY
Luwiyd (08 sugiladl bVl ayg.=ll

bl oVl Jlzo o8 Jaalily Capasdl YT
&5,lan dwl)> duguzel (3910l

(Penetration Testing) a.sl,asVl wl,lasVl YY
20 39 sigilall ;b ayg,=Jl 331,00

(Penetration Testing) a.dl,x>Vl o)LVl YE
Szl (09 (sugiladl ,UbYI dy9.=dl (391,0l)

(Penetration Testing) asl,asVl ol,lasV Yo
Luwiyd (os8 osugiladl )bVl dyg,=Jl (39,0l

olozgll (58 Sadotll (acliboVI Sl T
ayguzell 58lp0dl Lsde il

£l 58 sadoill (sclihoVl elSIIl YV
131



Gugazl B8bol) (silsanndl

03 )l Jusiauoly csoSIl (silyud] oVl YA
&ga=ll (39,0l

oW &zl @8, aslpil doslsdl YA

cod,)l sl (58 il
g>l0ll £+

gl

*rabgazo Jgi=ll grox**
**Sql3 )l a3, JloS oo SFF

132



oolidl ol @395 ol ;uiu ol &b ol B Hlazy **
% LS 1id oo 53> oSi

**aldoll o Frao oshas VO] Lg**

133



